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A B S T R A C T   

Digital transformation and technologies have drastically channeled innovative global market trends from con-
ventional commerce to digital currency. Therefore, this study examined the influence of trust on citizens’ 
behavior (CB) in decision-making towards blockchain cryptocurrency. The study employed a quantitative 
method to collect data from Africans in the diaspora of the Mano River Union sub-region. We combined SPSS and 
Smart PLS for data analysis. The proportion of males in the population was 52%, females were 48%. The analysis 
outcome found that citizen’s behavior R2 = 43% and trust in cryptocurrency R2 = 45% variance were explained 
by the study model. Results also show a positive relationship between technology attachment and citizen’s 
behavior (r2 = 25%), blockchain transparency (BT) on trust crypto (r2 = 68%), BT on CB (r2 = 38%) as well as 
trust in Crypto on CB (r2 = 25%). Meanwhile, the moderation effects of ethical issues negate the relationship 
between trust and consumer’s behaviors, while the mediation of trust supports the association between cryp-
tocurrency and citizen’s behavior (68%). The development of BT should entail an inclusive approach; as such, 
the Mano River Union must not be left behind. “The internet is central to data transfer, but the blockchain is 
central to value transfer,” hence the ethical issues and trust in crypto-enabler will ensure easy adaptability across 
the globe and Africa in particular.   

1. Introduction 

Digital transformation has drastically brought about innovative 
global marketing trends from traditional commerce to e-commerce. The 
advantages of this transformation are less process time, cost, errors, and 
mistakes for developers/innovators and users [1]. Companies lose their 
online customers, vendors, and consumers’ propensities to trust, posi-
tively related to consumer confidence. The popularity of bitcoin and 
Ethereum as electronic commerce have gained tremendous attention in 
the liberal trade order [2]. Sub-Sahara has joined and adopted the trend 
of blockchain cryptocurrencies for e-commerce usage. Though we have 
observed the drastic growth and prospects of Blockchain cryptocurren-
cies, considering the ongoing development, the stakeholders must note 

its challenges ranging from acceptability to public trust [3]. 
The proliferation of innovative initiatives could be an effective tool 

for adopting Blockchain technology in sub-Sahara Africa. Tama et al. 
[4], describe Blockchain as a public digital ledger in which transactions 
are recorded. Transactions recorded on a blockchain are immutable i.e. 
cannot be modified. Also, Blockchain uses a peer-to-peer network 
maintained in only one decentralized ledger. The immutability property 
of Blockchain makes it a potential technology in various businesses and 
government services to ensure transparency (Kong & Hung, 2016). 
Scholars add that Cryptocurrencies such as Bitcoin and Ethereum are 
built on blockchain technology. Thus, cryptocurrency is a virtual cur-
rency that uses cryptography to validate the owner of a unit of value of 
the currency [5]. Despite the rise of cryptocurrencies, governments are 
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cynical about accepting existing cryptocurrencies as a legal payment 
platform. Gathii’s [6] cynicism underlines that cryptocurrencies are 
volatile and have records of scams and illegal transactions. Thus, it is 
logical for a country to explore the intricacies of developing a stable and 
regulated cryptocurrency. A previous study found that trust plays a 
pivotal role in users’ intentions. In the context of uncertainty and de-
pendency, trust, therefore, perform a predominant role in the 
socio-economic interaction of users [7]. The three main dimensions of 
trust (i.e., competence, integrity, and benevolence) are presented in this 
research measure [8]. Hence, scholars posit that Since uncertainties 
exist in Internet transactions, trust is a critical factor influencing the 
successful proliferation of e-commerce. 

Conversely, e-commerce benefits both merchants and consumers; it 
also has limitations, such as the physical separation between the de-
velopers, users, and merchandise. To reduce these barriers, it is 
incumbent on the innovator to develop a trustworthy relationship to 
foster consumers’ loyalty [9]. Crypto functional compatibility is one of 
the appropriate steps for gaining consumer trust to attract them to use 
blockchain technologies [10]. For instance, the proponent of this highly 
discussed area has thoroughly examined the introduction of crypto-
currencies in interested countries to adopt disruptive technology. Also, 
Tunisia replaced her digital currency with the blockchain-based version 
in 2015 [11]. Muhayiddin et al. [12], added that though there was an 
existence of eDinar, a blockchain cryptocurrency on the coin market in 
Tunisia, there were no details to verify its usage. Additional com-
mentary’s noted that the eDinar coin uses a delegated proof-of-stake 
(DPOS) which is claimed to have better data protection [13]. Another 
case study is eKrona which has been under analysis and inquiry by 
Riksbank, the central bank of Sweden, since 2017 [14]. 

The significant reason for choosing the Mano River Union (MRU) 
states and citizens is the insufficient existing literature regarding 
Blockchain cryptocurrency in the sub-region. More so, MRU could 
potentially improve and increase the blockchain crypto market. Thus, 
we empirically examine the moderator role of ethical concerns in using 
blockchain Cryptocurrency. The objectives of this study are to showcase 
the essentiality of the moderating role of ethical considerations and 
mediating role of trust that influences citizens’ behavior towards a de-
cision to use cryptocurrency. Thus, the research question remains: What 
are citizens’ philosophical ethics and attitudinal behavior in adopting 
Blockchain Cryptocurrency in Sub –Sahara. The case of the Mano River 
Union States? Data collected the Mano River Union States. 

2. Theoretical background and literature review 

Previous studies highlight that entrepreneurs usually seek Consumer 
Trust to domesticate new technology like cryptocurrencies. Hence, trust 
in emerging disruptive technologies plays a leading role in facilitating e- 
commerce [15]. Thus, it enhances the efficient satisfaction of con-
sumers’ needs [16]. While Cryptocurrency scholars argue that it facili-
tates secure and fast online monetary transactions, Blockchain is the 
medium used to undertake the said transaction [17]. Due to its decen-
tralized system, no central or independent party can verify its trans-
actions for security features [18]. However, some envisage the 
fluctuation of price and embedded risk of cryptocurrency [19]. E-com-
merce has been identified as one of the biggest platforms that solicit the 
trust of cryptocurrencies [20]. Poravi et al. [21] contest that Consumer 
Trust in mining is usually carried out in most political jurisdictions that 
legitimise the usage of cryptocurrencies. Essentially, global users’ 
shared experiences and perceptions about blockchain cryptocurrency 
also aided the trust towards this disruptive technology [22]. Yet 
Difranzo’s [23] quantitative analysis shows the fragility of the crypto-
currency market. 

Recently, Greenberg and Bugden [24], raised a concern about the 
motivations behind state-backed cryptocurrencies. Hudson [25]; on the 
one hand, argues that blockchain cryptocurrencies are a new form of 
financial control mechanism, which is frequently motivated politically. 

On the contrary, Calhoun et al. [26], elucidate that the fear of potential 
competition of cryptocurrencies with central banks and governments 
gives the power to cut loose from the monopoly built by central banks 
and governments. Al-Amri et al. [27], underline the notion about 
centralized control of cryptocurrencies as pointless, thus contravening 
its three pillars, i.e. decentralization, transparency, and immutability. 
Consequently, it gives governments, not citizens, power to control their 
assets. Hudson [25] discussed crypto’s situational and structural aspects 
that influence trust. He adds that situational facets are acknowledged as 
the platform which expedites its adoption. Commentators posit that 
though these currencies have become more mainstream, criminal ac-
tivity has profited with cryptocurrencies. Despite this, Nolasco Braaten 
& Vaughn [28], identified the forensic objects trend on digital devices to 
track transactions and malicious actions. According to Gryshova & 
Shestakovska (2018) findings, public trust has the greatest stake on 
trading volume and price volatility. Comparably, Bibi et al. [29], explore 
the impact on the effect of networks on blockchain cryptocurrency 
e-commerce. Corbet [30] adds that the availability of trust and ethics 
towards using a higher level of technical innovation dictates the suc-
cessful facilitation of the blockchain cryptocurrency ecosystem. Conse-
quently, Al-hussaini et al. [31], note that the cryptocurrency market is 
still inefficient, a typical case of the adverse trust in Litecoin. 

3. Conceptual framework and hypotheses development 

This study proposes a conceptual model to investigate the modera-
tion role of ethical concerns towards the adoption of blockchain Cryp-
tocurrency e-commerce in the Mano River Union States. Moderation and 
mediation are often interchangeably used, however, distinctive in 
strategy, concepts, and statistical approaches [32,33]. Moderation is 
usually strenthened in high or low effects, while mediation intervenes 
the underlying mechanism of trust in crypto to citizens’ behavior [33]. 
This study employs Ethical concerns to determine the strength between 
Trust in Crypto and citizens’ behavior. Fig. 1 shows how TC potentially 
mediates between technology attachment (TA) and blockchain trans-
parency (BT) to citizens’ behavior. Similarly, Ethical concerns was 
explored to ascertain the moderating effect between TC and CB. Again, 
the mediation argument shows the indirect relation between TC and 
citizens’ behavior. We consider age, education, and frequency control 
variables, probably affecting the constructs mentioned above. Given the 
differences between males and females regarding cognitive formations 
to service qualities based on their personal needs [34]. Our study also 
explains the theoretical justification for each hypothesis in the next 
section and graphical Fig. 1. 

3.1. Trust transfer theory 

Contextually, various studies have established that this theory is an 
efficient mechanism to institute and improve trust in an online trans-
action. Trust transfer theory comprises source-target relationship, trust 

Fig. 1. Conceptual framework of the study.  
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in target, and trust in source as the key mechanism determining the trust 
transfer procedure [35]. Meanwhile, users’ trust in a trusted medium 
could be transferred to a linked medium. Thus, proponents projected 
trust transfer to be the underlying and efficient mechanism for tech-
nology adoption [36]. Trust transfer guides intermediary operators and 
merchants in E-commerce to modify their trust-building approach [37]. 
Trust in internet providers, medium and transaction-based evidence are 
the antecedents of trust transfer [38]. Based on Zhang et., al [39]; trust 
transfer is a classified method of enhancing preliminary trust. Their 
study views consumers as trustors while enterprises the trustee. There-
fore Zhang et al. [39], argue that the trust transferred process encom-
passes several sources and various procedures. 

Thus, it comprises communication and cognitive processes. The 
trustor assesses whether to trust others or not. On the other hand, 
trustworthiness is evaluated by the trustor and a third party as the 
broker. Which is a typical example of the cognitive process of trust 
transfer [40]. Han et al., [41]; argue that trust influences the estab-
lishment of attitudes, loyalty, relationships, purchase intention, 
decreasing privacy and security concerns. Hence trust transfer could be 
found in the sharing economy platform. Al-hussaini et al. [31], 
concluded that users’ trust in adopting disruptive technology like 
blockchain cryptocurrency would derive from their trust in the inter-
mediary platform. When consumers are convinced that the intermediary 
platform is reliable and obtain positive electronic words of mouths about 
such technology, that would automatically influence their trust. 

Technology Attachment has been described as the significant feature 
of Blockchain and brings forth innovation [42]. However, the special-
ized attachment involves managing privacy, data, implementation, 
development, and security issues. However, the underlying designed 
system is coupled with its potential impact on new technologies. Such as; 
machine-to-machine (M2M) communication, artificial intelligence (AI), 
cloud computing, big data analytics, and the Internet of Things [43]. For 
instance, traceability accessibility of data has formerly been branded as 
the pivotal and successive driver for e-commerce[44]. Technology 
Attachment has triggered a wide range of assumptions about the 
collection and integration internet of things, enabling smart contracts 
insurance merge industry to enhance payments without burdensome 
clerical processes [45]. Scholars emphasize that novel use cases require 
an advanced consideration of supply conditions for blockchain new 
processes and design patterns and the development of specific imple-
mentation frameworks [46]. Nonetheless, the introduction of consistent 
programmable interfaces for smart contracts like Ethereum has 
increasingly adopted standardized programmable interfaces and data 
exchange designs [47]. Thus, transactions conducted via Blockchain are 
vividly facilitated in an ordered and immutable manner [48]. 

H1. Technology Attachment is positively related to Trust in 
Cryptocurrency 

Blockchain Transparency refers to a platform that allows the main-
tenance of a common database for consumers devoid of a trusted central 
controller. Hence, it permits consumers to enter and leave the system at 
their own time [43]. As a result, it established the chronological order of 
cryptographically time-stamped entries which link individual trans-
action sets blocks to each other through cryptographic hashes [49]. 
Therefore, it necessitates instituting transparency and integrity across 
the chain of blocks. By so doing, each block is connected to its portent 
[50]. Blockchain introductory execution was done in a distributed on-
line transaction, mainly distributed ledger [51]. It comprises complete 
details of a transaction and the allocation of existing Bitcoins crypto-
graphic features. Its compatibilities which include, data immutability 
and shared access, ought to be decisively included (Kethineni et al., 
2019). Hence, transparency can be vividly figured out in transactions 
conducted on a blockchain [52]. Antagonists argue that public block-
chain transactions are linked with fake identities. They, therefore, 
highlight critical observations on transparency and novel security 
ranging from fair execution and secure implementation [53]. 

H2. Blockchain Transparency is positively related to Trust in 
Cryptocurrency. 

Users’ trust is the most predominant word used in E-commerce. It has 
been labeled as the positive expectations that stimulate the intention to 
accept vulnerability [48]. Therefore, Trust is an essential variant in 
terms of blochain cryptocurrency adoption, as suggested by Can, [54]. It 
represents one of the promises of Blockchain. The early work of (2018) 
states that scholars habitually distinguished amongst trusting beliefs and 
intentions and trust-related behavior towards the disposition of trust and 
institution-based trust. Likewise, Paliwal et al. [43], delineate related 
ideas and recommend the necessity of smart contracts usage to record 
past interactions. Contrarily, Al-hussaini et al. [31], showcase that 
consumers always seek a secure reputation against attackers from users 
with trustworthy experience of a trust network authentication. Subse-
quently, its immutability and its distributed nature deter the following 
innumerable attacks ([55]. Consequently, consumers’ trust in block-
chain cryptocurrency is influenced by the integration of robust public 
disclosure, immutability, consensual agreement of the transactional 
data record, and the ability of smart contracts to automate services [56]. 
So far, Sharma et al., [57]; conclude that ecommerce ought to enhance 
the intrinsic and extrinsic determinants towards its service delivery 
inorder to influence citizens’positive behaviours. 

H3. Trust in Cryptocurrency mediate both Blockchain Transparency and 
Consumers’ Behaviour 

Ethical Concerns comprise of regulations on the conduct of trans-
actions which include; legal implications of smart contracts, personal 
data, investing money through virtual assets, and the advent of disrup-
tive technology [58]. In recent years, the rapid growth of blockchain 
technologies like crypto has attracted new issues that ethical practi-
tioners ought to be understood before suitable ethical behavior changes 
can be determined. The evolution of e-commerce encountered crucial 
ethical concerns, especially at the adoption stage of many countries 
[42]. However, Cryptography entails virtual data asset transactions and 
smart case contacts to execute legal transactions and agreements [59]. 
Although the cryptographic identities of participants of most existing 
public blockchain systems are pseudonymous, it is possible to identify 
participants using additional information under certain circumstances 
[46]. The smart contract is one of the features of blockchain crypto-
currency. Szabo first used this in 1997 to describe algorithmic, 
self-executing, and self-enforcing computer programs that provide 
interactive capabilities and can be used to automate many types of 
transactions [60]. Hence, the formation mechanisms of the general 
principles of ethics can be applied to the new technological framework 
of smart contracts and in which cases smart contracts can create an 
ethically binding practice of their parties and deter doubt on existing 
barriers is yet to be discovered [61]. Thus, Sætra [62], found that pri-
vacy and security are the driving forces of ethical issues towards the 
policy formation and adoption of innovative technology like blochain 
cryptocurrency. 

H4. Ethical issue moderates Trust in Cryptocurrency and Consumer 
Behaviour. 

4. Methods 

4.1. Research design and data collection setting 

This study employed a quantitative method based on the construct’s 
adaptations and data collected across the Mano River Union States. A 
diverse group of Africans in the diaspora were recruited in China, mainly 
from West Africa. Detailed instruments were used for measurement, and 
SPSS and Smart PLS were combined for the structural equation model 
(SEM) [63,64]. Again, SPSS v.24 was used to ascertain the averages of 
control variables on the reliability and validity of constructs [65]. 
Bentahar & Cameron [66], stated that the quantitative method also 

J. Koroma et al.                                                                                                                                                                                                                                 



Technology in Society 68 (2022) 101885

4

assumes a mathematical or scientific dimension [67]. The integrated 
conditions were meant to balance software, designs, and application for 
analysis. The quantitative method has been applied in management 
science especially, compared to the tendency of social sciences in 
blockchain communication [67]. Undoubtedly, this method has proved 
applicable in various studies to justify this study. 

4.2. Measures and procedures 

The items adopted from previous studies, also applied with valida-
tion, hence trust uncertainty in the technology emergence of crypto-
currency in African. All the various constructs were measured using a 5- 
points Likert scale (1) strongly agree to (5) strongly disagree [68]. All 
the measures were modified from the previous to fit well to the current 
dimensions. 

Citizens’ Behaviour (Bhattacherjee 2001): A 7-items questions were 
used to measure the outcome variables and specifically asked the 
following: “I will use Cryptocurrency for e-commerce in the future,” “I 
will use Cryptocurrency when I need swift e-commerce transaction,” “I 
intend to continue using Cryptocurrency as e-commerce compared with 
other alternative means (traditional commerce),” “I am pleased with 
Cryptocurrency as a means of e-commerce,” “most of my expectations 
from Cryptocurrency are confirmed,” “I am content with cryptocurrency 
and e-commerce.” 

Technology Attachment (Kasahara and Kawahara, 2019; Stix, 2021): A 
7-items questions were adopted with questions focusing on: “impact 
accessibility and traceability in e-commerce,” “I am satisfied with the 
privacy and security in e-commerce,” “novel technologies (IoT, data 
analytics, cloud computing, AI, M2M) have to affect e-commerce,” “E- 
commerce systems have developed and designed on the technical 
characteristics of blockchain,” “technology Attachment platform pro-
vides users individual attention.” The overall score ranged from par-
ticipants’ agreement and disagreement. 

Blockchain Transparency (Dorri et al., 2017): we adopted 6-items for 
the measures exemplified: “proliferation of blockchain transparency 
attracts consumers’ payment intention,” “blockchain applications alter 
citizens’ intention,” “blockchain impact the collection of consumer- 
related data,” “blockchain effect segmentation, personalization, and 
customization in e-commerce,” “blockchain influence e-commerce 
adoption“, Blockchain bridge the digital gap.” It was score using a 5- 
point Likert scale from (1) strongly agree to (5) strongly disagree. 

Trust in Cryptocurrency (Morton, 2018): A 6-items questions were 
used in this scenario of the variable was adopted and applied as medi-
ating test as follows: “I find cryptocurrency trusted in my daily life,” 
“Cryptocurrency helps my e-commerce transaction more convenient,” 
“Cryptocurrency improves the quality of my trip,” “My experience about 
Cryptocurrency in e-commerce is better than expected,” “I am satisfied 
with using the Cryptocurrency as e-commerce,” “Cryptocurrency pro-
vided by the e-commerce platform is better than what I expect overall.” 

Ethical Issues (Lim et al., 2019; Rejeb et al., 2020; Travizano et al., 
2018): 5-items were used for the moderation role in this study and 
measured as follows: “Ethical Issue is the premise Blockchain is built-in 
handling sensitive data in e-commerce,” “Ethics impact knowledge re-
quirements regarding customers adoption of crypto e-commerce,” 
“Ethical issues pertaining Cryptocurrency and e-commerce are widely 
visible,” “How does blockchain impact capital market access and the 
formation of new e-commerce markets,” “Crypto e-commerce systems 
have Ethically designed and considered.” 

Hair et al. (2010) contended that research of non-parametric 
approach is employed with either large or small sample size. The sam-
ple size of (N = 421) of tested zero-correlation, and fitness showed df/4, 
mean square of 57.235 F (144.798) and df/6, mean square 41.696 F 
(120.629) of the dependent (citizens’ behavior) and predictors (tech-
nology attachment - TA and blockchain transparency - BT) and (medi-
ated by trust in cryptocurrency - TC) and moderated by ethical concerns 
(EC) in the study. All constructs of zero correlation showed a significant 

exhibition of consumer’s behaviour to give a robust outcome against the 
predictors. Table 1 description of all the demographics indicated males 
were high than females per the recruited participants (52%, 48%) 
respectively. Most of the respondents were at the university level 
(73.4%) with age ranges (20–30years) are 35%. 

5. Data analysis and results 

In this study, the partial least-squares (PLS) approach of the non- 
parametric analysis was employed to test the conceptualized frame-
work Fig. 1. PLS is a widely used statistical package for testing and 
confirmation [69]. We employed a statistical test on three-parameter: 
significance criterion, reliability, and effect size [70]. This method 
supports determining Cronbach alpha, composite reliability, loadings of 
items, variance index, and the average variance extracts (Table 2); for 
further testing, discriminant validity and Heterotrait-Monotrait Ratio 
were calculated (HTMT) [71]. Considering this, the level of the current 
study is exploratory and conducted in a technology innovation context, 
Smart PLS 3.0 [71,72] was used to analyze the measurements and 
structural models. 

5.1. Measurement model 

Overall, the study tested the items of measures to get the reliability 
and validity. Tables 2 and 3 show the zero-correlation and CFA. Each 
item’s reliability was assessed by examining their factor loadings to 
ascertain its corresponding construct. The square root of the correlation 
calculated the AVE to justify the discriminant validity [73]. Ab Hamid 
et al. [74], suggested that items with more explanatory power than the 
error variance can be accepted. Based on the confirmatory factor anal-
ysis (CFA) outcome, some loadings, though, were higher than the 
threshold of 0.70, while others below (0.068) were deleted. However, 
some of the variance inflation factors (VIF) > 10 were above the 
benchmark; therefore, possible cause of multicollinearity [75]. These 
results indicated overall reliability and the constructs were generally 
robust. Table 3 shows that Cronbach’s α is from 0.687 to 0.897, while 
the composite reliability ranges from 0.809 to 0.925. Cohen [70], study 
specified effect size (ES), in the specification of the nonzero value of the 
population. ES is index-specific and qualitatively defined as small (r =
0.1), medium (r = 0.3) and large/high (r = 0.5) [76]. 

Discriminant validity and Heterotrait-Monotrait Ratio (HTMT) are 
assessed for each construct that shares more variance with its items than 
any other construct in the model (Ab Hamid et al., 2017b; [73]. The 
square root of the AVE of a construct should be greater than the con-
struct’s correlation with that of any other construct in the model. Table 2 
shows the square roots of the AVEs for all constructs were greater than 
the correlations between constructs, confirming the discriminant val-
idity of the measurement. While Table 4 indicated HTMT of each 
construct below 0.85 as an indication of multiple-collinearity. 

All the indicated zero-correlation of citizens’ behaviours were 
offered a second-order reflective construct. Based on these assumptions, 
all first-order dimensions reflected the second-order construct, as 

Table 1 
Descriptive sample of the demographics.  

Control variables Frequency Percent 

AGE 18–20 87 20.7 
20–30 147 34.9 
30–40 132 31.4 
40–50 52 12.4 
above 50 1 0.2 

Gender male 219 52.0  
female 201 47.7 

Education High School 44 10.5  
College 2 0.5  
University 309 73.4  
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treated as a second-order CFA by using first-order dimensions. The cri-
terion and effect size based on the study population is interpreted. The 
path coefficients from CB indicated first-order factors of TA, BT, and TC 
shown in the loadings in Table 3 were 0.78**, 0.80**, and 0.89**, (93%, 
96% and 97%) respectively [76]; pp, 111). All loading values were 
significant at the 0.001 level. In addition, the first-order factors showed 
moderately high levels of correlation with each other, ranging from 
0.59** to 0.66** (86% and 92%). The positive zero-correlations for all 
the first-order factors indicated statistical significant converged at a 
common underlying construct of citizens’ behavior. This indication 
shows that the correlation value of d = 0.2 is a small difference of a 
distributed population. Conventionally, r2 = 0.010 is 57.9% of sample 

size, while medium effect size of r2 = 0.5 is 0.059 thus 59.9% as well as 
large/higher effect size of r2 = 0.8 is 65.5% quantitatively accounted 
according to the sample population (Cohen, 2013b pp, 29). 

5.2. Structural model 

Fig. 2 of the output shows the conceptual model results retrieved 
directly from the Smart PLS. the study treated citizens’ behaviour as a 
second-order construct, which took into account all other predictors of 
technology attachment, blockchain transparency, and trust in crypto-
currency. We found direct effects of citizen’s behaviour 43% of the 
variance in the explanatory power of the construct (Fig. 2). Trust’s 
mediating role in cryptocurrency also explains 45% of the variance. 

The conceptual Fig. 2 path coefficient indicated medium effects size 
except for H1 and H2. The results positively affected citizens’ behaviors, 
which eventually recognized the need for trust in cryptocurrency as a 
construct H3. However, the ethical issues negatively affect trust in 
cryptocurrency and citizens’ behaviors, which did not support H4. We 
also found a positive indirect effects of both technology attachment (β =
0.224, p < .003**, r2 = 38%) and blockchain transparency (β = 0.377, p 
< 005***, r2 = 68%) on trust of cryptocurrency (Tables 5 and 6). In 
addition, hypothesized effects of ethical issues and citizen’s behaviour is 
positively related (β = 0.37, p < .01*, r2 = 68%). Furthermore, hy-
potheses 5a and 5 b justified the mediation role of trust in crypto-
currency from Table 7. 

Based on the hypotheses from Fig. 2, the mediation Table 7 
expanded, apart from ethical issues at moderation role was negligible. 
However, the ethical issues show a high recognition effect on citizens’ 
behavior path coefficient. As proposed, all the path coefficients are 
indicated in Table 6. 

On the premise of using multiple regression to complement the 
analysis of the mediation between Technology Attachment and Block-
chain Transparency; Table 7 assumption justifies a statistically signifi-
cance to citizen’s behaviours (CB = β0 + β1 BTTA + e) (β = 0.458, t =
11.035, p < .005***) and (β = 0.356, t = 8.590, p < .005***). Further, 
the second model used the relationship on same Table 7 multiple 
regression Trust in Cryptocurrency, Blockchain Transparency on trust in 
Crypto (TC = β0 + β2 BTTA + e) (β = 0.489, t = 11.561, p < .005***)(β 
= 0.307, t = 7.268, p < .005***). Table 7 shows again, model 3 of BT 
and TA mediating role of Trust in cryptocurrency (CB = β0 + β4 BTTA +
β3 TC + e), (β = 0.310 and 0.263, t = 6.836 and 6.271 p < .005***) and 
(β = 0.302, t = 6.608, p < .005**) verily significant predictors on all 
bases but smaller than the previous effects on CB. In the same vein, the 
indirect effect of H5a and H5b still existed but in a smaller magnitude. 
Therefore, partial mediation established on targeted Citizen’s Behav-
iour. Therefore, the mediating role from Table 7 is justifiable, it confirms 
the hypothesis that; H5a and H5b Trust in Cryptocurrency mediate both 
Blockchain Transparency, Technology Attachment and Citizen’s’ Behaviour. 

The study further employed Hayes’s Conditional Process model 1 
established Fig. 3 delineating EI negate the relationship between TC and 

Table 2 
Zero-Correlation matrix.  

Correlations 

Constructs Mean 1 2 3 4 

CB  .793              

TC  .518** .879             

BT  .449** .668** .843            

EC  .612** .616** .552** .717      

**. Correlation is significant at the 0.01 level (2-tailed). 

Table 3 
Results of CFA.  

Items 
measures 

Factor 
Loadings 

VIF Cronbach 
Alpha 

CR AVE 

BT1 0.773 1.574 0.803 0.871 0.629 
BT2 0.816 1.717    
BT3 0.781 1.593    
BT4 0.801 1.649    
CB1 0.800 7.004 0.881 0.913 0.679 
CB2 0.868 9.089    
CB3 0.820 7.384    
CB4 0.885 9.726    
CB5 0.739 1.567    
EC1 0.706 1.463 0.897 0.925 0.712 
EC2 0.888 73.629    
EC3 0.871 15.882    
EC4 0.884 72.573    
EC5 0.856 15.076    
TC1 0.779 1.544 0.819 0.881 0.649 
TC2 0.827 1.871    
TC3 0.840 2.022    
TC4 0.774 1.605    
TA1 0.758 1.364 0.687 0.809 0.515 
TA2 0.683 1.305    
TA3 0.758 1.418    
TA4 0.667 1.274    

Note: TA = technology attachment, BT = blockchain transparency, TC = trust of 
consumers, EI = ethical concerns, CB = citizens’ behaviour. 

Table 4 
Discriminant validity using HTMT ratio assessment.  

Constructs BT CB EI TA TC 

BT      
CB 0.606     
EC 0.600 0.651    
Moderating 1 0.134 0.184 0.220   
TA 0.777 0.649 0.727 0.202  
TC 0.745 0.577 0.585 0.113 0.744  

Fig. 2. Path coefficient structural model.  
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CB. The supported hypothesis is that; Ethical issues moderates Trust in 
Cryptocurrency and Citizens’ Behaviour. 

6. Discussions 

This research study expanded empirical evidence on the e-commence 
in Mano River Union States based on citizens’ trust in blockchain 
Cryptocurrency, the significant potential for improvement, and 
increasing Africa’s crypto market. Objectively, the study reveals the 
level of trust factors on citizens’ behavior and decision-making in 
cryptocurrency. 

The study proposed Technology Attachment is positively related to Trust 
in Cryptocurrency; this is confirmed based on the analysis of Smart PLS 
and multiple regression statistics. Trust transfer is often a stumbling 
block, primarily when consumers are confronted with a new technology, 
guided by several factors. This exertion is consistent with intermediary 
operators and merchants in E-commerce to modify their trust-building 
approach [37]. Any disruptive technology most faced trust issues, 
relatively consumers’ trust toward interaction with AI robots in service 
delivery, and development of technology in the automobile worldwide 

[77,78]. Consequently, Alzahrani et al. [79], work indicated that the 
reliability of service provider can be a prime influence towards the 
willingness to use innovative technology. Likewise, the zero correlation 
shows a positively high relationship between technology attachment 
and trust in cryptocurrency. This phenomenon has established a high 
frequency of pronouncers of Blockchain cryptocurrency to educate the 
masses to build confidence within the technology innovation in response 
to the usage of the African-Cryptocurrency in the Mano River Union 
States (MRU). 

The study proposed that Blockchain Transparency is positively related 
to Trust in Cryptocurrency. Transparency ignites trust in cryptocurrency 
usability/adoptability to resolve irregularity issues by allowing other 

Table 5 
Direct and indirect effects of the conceptual model.   

Total Indirect Effects Total Effects 

Constructs CB CB TC 

BT 0.054 0.229 0.377 
CB    
EC 0.024 0.359 0.168 
interaction  − 0.041  
TA 0.035 0.167 0.244 
TC  0.142  

***p < .05, **p < 005, *p < 01. 

Table 6 
Path coefficient.  

Hypotheses β Mean Standard Deviation T value P values inference 

BT - > CB 0.176 0.173 0.057 3.084 0.002 supported 
BT - > TC 0.377 0.381 0.047 7.964 0.005 supported 
EC- > CB 0.335 0.338 0.051 6.561 0.005 supported 
EC - > TC 0.168 0.168 0.048 3.48 0.001 supported 
Interaction − 0.041 − 0.038 0.042 0.972 0.332 unsupported 
TA - > CB 0.132 0.134 0.063 2.112 0.035 supported 
TA - > TC 0.244 0.246 0.054 4.509 0.005 supported 
TC - > CB 0.142 0.14 0.058 2.464 0.014 supported 

Note: TA = technology attachment, BT = blockchain transparency, TC = trust of consumers, EI = ethical issues, CB = citizens’ behaviour. 

Table 7 
Mediation Effects of Trust of cryptocurrency using multiple regression model.  

Model 1 Unstandardized Coefficients Standardized Coefficients t Sig. 95.0% Confidence Interval for B 

B Std. Error Beta Lower Bound Upper Bound 

1 (Constant) 0.419 0.127  3.290 0.001 0.169 0.669 
BT 0.486 0.044 0.458 11.034 0.000 0.399 0.572 
TA 0.411 0.048 0.356 8.590 0.000 0.317 0.505 

Model 2           

1 (Constant) 0.627 0.125  5.024 0.000 0.381 0.872 
BT 0.500 0.043 0.489 11.561 0.000 0.415 0.585 
TA 0.340 0.047 0.307 7.268 0.000 0.248 0.432 

Model 3      
1 (Constant) 0.412 0.128  3.222 0.001 0.160 0.663 

BT 0.489 0.044 0.458 11.048 0.000 0.402 0.576 
TA 0.411 0.048 0.356 8.580 0.000 0.317 0.505 

2 (Constant) 0.214 0.125  1.706 0.089 − 0.033 0.460 
BT 0.331 0.048 0.310 6.839 0.000 0.236 0.427 
TA 0.304 0.048 0.263 6.271 0.000 0.208 0.399 
TC 0.316 0.048 0.302 6.608 0.000 0.222 0.410 

Note: ***p < .005, **p < 05 and *p < .01. TA = technology attachment, BT = blockchain transparency, TC = trust of consumers, CB = citizen’s behaviour. 

Fig. 3. Moderation Effects of Ethical Issues on Trust in Cryptocurrency and Citi-
zens’ Behaviour. 
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users to quantify the level of trust they have in it [50]. Numerous studies 
illustrated the functionality and effectiveness of the use of crypto-
currency in building a decentralized E-commerce network, where direct 
and indirect trust is expressed through monetary pledges. Researchers, 
therefore, resolved to allow digital currency to prevail. Hence, Block-
chain technology benefits cannot be undermined in the robust decen-
tralized and transparent (confidentiality, integrity, and availability) 
[80–82]. Essentially, Blockchain transparency is computer networked 
and smart digital contracts of previous and present transactions based on 
agreement. For instance, the sender, the receiver, the amount, and the 
category of digital agreed currency, well stipulated. All contractual 
processes are recorded in blocks without any hidden ledger, to be 
viewed and witnessed globally, making users trust cryptocurrency 
(Africa-crypto) and transparent blockchain transactions. 

Furthermore, Trust in Cryptocurrency mediate both Blockchain Trans-
parency, and Citizens’ Behaviour is confirmed from the analysis. The 
application of hierarchical multiple regression showed significant 
mediation between trust in cryptocurrency technology and blockchain 
transparency to citizens’ behaviors. The technology has expanded 
globally due to its transparency and trust, low transaction fees associ-
ated, and instant payment accessibility. Their must be the consistency of 
transparency among organizations, citizens’ satisfaction, and no bribery 
and corruption. This is because transparency and trust have a close 
relationship to corruption and citizens’ satisfaction in using public ser-
vices [83]. Typically, the Blockchain stands to improve the carbon asset 
transactions system. Evidence is in the Energy Blockchain Lab and IBM 
in the carbon assets in China, hence “allows high-emission organizations 
to monitor their carbon footprints and meet quotas by buying carbon 
credits from low emitters.” 

In addition, the moderation of Ethical issues moderates Trust in Cryp-
tocurrency and Citizens’ Behaviour is also confirmed from Hayes’s process 
condition. The study also employed the process conditions of Hayes’s, 
which negate the relationship of ethical issues between trust in crypto-
currency and consumer’s behaviors. Bae, S., [84], study of interaction 
effects and shipping logistics empirically found the interaction effect of 
the information systems and managers’ support for blockchain tech-
nology on the cooperation, which can be explained as a resource-based 
view. Therefore, the philosophical resource-based viewed under the 
virtues of good relationship of consumers trust in the blockchain tech-
nology and cryptocurrency is essential. This study involved ethical 
concerns because, like any other technological revolution and profes-
sionalism, ethical dilemmas require some decisive actions and judg-
ments. Ethical concerns during the execution of technology and data are 
practically approached with codes, to ensure elimination of fundamental 
ethical dilemma. These codes of ethics are part of building trust by 
consumers and a necessity to educate and inspire Technology adoption 
for the larger society as in the case of Mano River Union States. 

7. Implications and limitations of the study 

The study of ethics and trust in the paper has practical and theo-
retical value. It proffers thorough insight into the nature of trust 
construct as observed in the current and potential users of blockchain 
cryptocurrency. The study providing an advanced understanding of the 
mediating role of trust and moderating ethical issues contributes to the 
overall body of e-commerce, trust, and the reign of philosophical 
research. This research essentially outspreads our understanding of the 
phenomena and its dimensions. Thus, it is the first comprehensive 
empirical study in the Mano River Union states. 

Consequently, it provides an understanding of the antecedent of trust 
in blockchain cryptocurrency from an African perspective. This study 
extricates between ethical issues and trust antecedents; thus, it is a topic 
that has overwhelmed trust research in contemporary times. It phy-
siques the philosophical understanding of trust accepted by researchers 
and applied a validated measurement instrument in other regions. 
Hence, the results were used to modify the existing model and improve 

our understanding of the influence that foretells blockchain crypto-
currency users’ trust behavior. Nevertheless, numerous limitations are 
integral to the study’s design that proposes further research prospects. 

First, though the model improves our knowledge of the features that 
predict MRU users’ trust behavior concerning blockchain crypto-
currency E-commerce, future investigation about the mediating role of 
the ethical issue is robust in West Africa to establish the role of resource- 
based view in blockchain cryptocurrency transparency. Future research 
is also needed to advance an absolute comprehension of the factors that 
influence blockchain cryptocurrency on e-commerce at a large scale. 
Understanding the features that affect trust in blockchain crypto-
currency is of enormous importance for the researcher and experts. The 
study sought to advance that knowledge by enhancing specific under-
standing factors that influence trust in blockchain cryptocurrency. Such 
insights will enhance the philosophical understanding about the 
expectation of users to trust and willingness to use blockchain crypto-
currency as a means of commerce. Other scholars will like to use this 
framework as a premise for exploring the factor that predicts user trust 
in blockchain cryptocurrency. 

8. Conclusion 

The study’s empirical results have established citizens’ satisfaction 
with blockchain cryptocurrency, fostering decentralized transactions 
and transparency with trust. This will enable consistent and transparent 
e-commerce transactions in the Mano River Union and Sierra Leone to 
facilitate citizens’ adaptation of blockchain cryptocurrency without 
fear. In light of this, technology attachment promotes blockchain 
transparency of citizens’ trust in cryptocurrency, hence finding new 
knowledge and understanding. The development of blockchain tech-
nology is “as ubiquitous as the internet,” The Mano River Union must 
not be left behind. “The internet is central to data transfer, but the 
blockchain is central to value transfer,” thus, the ethical issues and trust 
in crypto-enabler will ensure easy adaptability across the globe. 
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